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The National Telecommunications and Information Administration

(NTIA) announced a new federal inquiry seeking public comment on

the current technological and policy landscape for the Internet of

Things (IoT), with an eye toward issuing a “green paper” that would

identify possible roles for the federal government in this area. The

Request for Comments broadly covers a wide range of issues that

could be relevant to the interests and operations of companies in a

variety of market segments that are poised to drive IoT growth,

including, among others, markets for consumer goods, unmanned

aircraft systems, eHealth, smart transportation (connected cars),

energy distribution (smart grids), smart cities, public safety, industrial

and manufacturing, agricultural and resource management, and big

data analytics. The Request poses 28 questions on IoT for

consideration.

The new inquiry is part of the U.S. Department of Commerce's Digital

Economy Agenda, which seeks to create a coordinated, strategic

framework for the Department’s Internet-related work. NTIA will use

the input it receives to build on the Department’s broader agenda

promoting economic growth and opportunity to help develop an

approach that will foster IoT innovation. Specifically, after if receives

comments, NTIA will publish a green paper identifying key issues

affecting deployment of these technologies, highlighting potential

benefits and challenges, and outlining possible roles for the federal

government in fostering the advancement of IoT technologies in

partnership with the private sector. A green paper is a tentative

government report of policy proposals for discussion without a

commitment to action; final policies are released in a “white paper.”
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A brief summary of the Request is provided below. At a high level, the Request seeks comment on the

challenges and opportunities arising from IoT; the technological issues that could hinder IoT development,

such as spectrum availability, interoperability, and the availability of network infrastructure; cybersecurity,

privacy, and other consumer protection concerns; the appropriate role for government in these issues; and

international engagement on IoT. Comments may be submitted by interested stakeholders and are due May

23rd.

Summary of Request for Comments

In its Request for Comments, NTIA seeks public comment on the following IoT issues:

General. NTIA generally seeks public comment on whether the challenges and opportunities arising from IoT

are similar to those that governments have previously addressed with other technologies. NTIA also asks how

it should define IoT in light of several competing definitions, and whether there are ways to divide or classify

the IoT landscape to improve the precision with which public policy issues are discussed. Finally, NTIA seeks

comment on current or proposed laws, regulations, or policy positions on IoT that strike an appropriate

balance between fostering growth and protecting users, and whether there have been any significant studies

of the IoT policy landscape or whether any future studies are planned.

Technology. Recognizing that technology is the heart of IoT, NTIA asks what technological issues may hinder

the development of IoT. The Request specifically highlights interoperability, insufficient/contradictory/

proprietary standards/platforms, spectrum availability and potential congestion/interference, and the

availability of network infrastructure. NTIA also asks what governments can do to help mitigate these technical

issues, and whether government/private sector partnerships may be beneficial.

Infrastructure. NTIA seeks comment on how IoT will place demands on existing infrastructure architectures or

business models, and whether there are ways to prepare for or minimize IoT disruptions to these

infrastructures. NTIA also asks what role governments could play in bolstering and protecting the availability

and resiliency of these infrastructures to support IoT.

Economy. Positing that IoT already has begun to alter the U.S. economy, NTIA asks how the government should

quantify and measure the IoT sector; what impact the proliferation of IoT will have on industrial practices; and

what impact the growth of IoT will have on the U.S. workforce.

Policy Issues. NTIA seeks comment on the main policy issues that affect or are affected by IoT, and how the

government should address or respond to these issues. The Request particularly highlights cybersecurity,

privacy, and other consumer protection concerns.

International Engagement. The Request notes that efforts already are underway in foreign jurisdictions,

standards organizations, and intergovernmental bodies to explore the potential of, and develop standards,

specifications, and best practices for IoT. Given this, NTIA seeks input on how best to monitor and/or engage

in various international fora on IoT issues. NTIA specifically asks if there are Internet governance issues now or

in the foreseeable future specific to IoT and whether there are factors that could impede the growth of IoT
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outside the U.S., such as data or service localization requirements or other barriers to trade.

Additional Issues. Finally, NTIA asks whether there are IoT policy issues that could be appropriate for

multistakeholder engagement, similar to the NTIA-run processes on privacy and cybersecurity, and how the

government and the private sector should collaborate to ensure that infrastructure, policy, technology, and

investment are working together to best fuel IoT growth.

* * * *

Wiley Rein attorneys are available to provide guidance about the NTIA process and to assist those interested

in submitting comments or otherwise engaging the government process. For further information on these

issues, please contact one of the authors listed.
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